10. februar — Den bezpec¢ného internetu

Internet sa stal stcastou kazdodenného zivota l'udi. Je plny moznosti,
ulah¢uje im Zzivot, pomaha pri plneni ich povinnosti, prinaSa nové moznosti
a zohrava vyznamnu ulohu v beznom Zivote.

Vo virtudlnom prostredi sa vSak Coraz viac vyskytuji prejavy socialnopatologickej, vratane
protipravnej Cinnosti. Uzivatelia si ¢asto neuvedomuju, ze kazd4 vyhoda, ktort im internet
poskytuje ide ruka v ruke s nejakym ohrozenim, do ktorého sa mo6zu dostat. A v poslednom
obdobi takychto pripadov ohrozeni vo virtudlnom priestore pribuda. Ide napr.
o kyberSikanovanie, zneuzitie osobnych udajov, zavislosti, internetové podvody,
zoznamovanie sa prostrednictvom internetu vratane kybergroomingu, ale aj o nevhodny obsah
v podobe prezentovaného nasilia, sexuality, nenavisti, sebapoSkodzovania, a pod., ¢o je
rizikové najmaé pre deti a mladych l'udi.

Preto sa kazdy rok v druhy deni druhého tyzdna a druhého mesiaca kona ,,.Den bezpe¢ného
internetu”. Hlavnym cielom je zvysit informovanost o bezpe¢nejSom internete. Kazdy ma
moznost’ pouZzivat’ technoldgie zodpovedne, s Gctou, kriticky a v zmysle zasad netikety.

Je veI'mi dolezité naucit’ sa obozretnosti aj vo virtualnom svete. V redlnom svete st l'udia
obyc¢ajne obozretni a pozorni, vo virtudlnom svete ¢asto na opatrnost’ zabuidajii. St odvaznejsi
a menej rozvazni, myslia si, ze im ni¢ nehrozi. Anonymita v tomto priestore zohrava vyznamnu
ulohu.

Kazdy uzivatel’ internetu, by preto mal dodrziavat’ niektoré zasady bezpecnosti:

¢ nikdy neposkytujte a nezverejiujte osobné udaje, pretoze by mohli byt’ zneuzité,

o zvaZzte, aké fotografie zverejnite - fotografa nas identifikuje, no moze byt aj zneuzita, nikdy
preto nezverejnujte a neposielajte inym fotografie intimneho charakteru, hoci aj v plavkach,
takéto fotografie mozu byt zneuzité napriklad na detsku pornografiu alebo vydieranie,
pozadie fotografie moze prezradit, v ktorych miestach sa zdrZiavate

e nikdy neposkytujte informacie o svojom sikromi - informdcie o sukromi mozu byt tiez
roznym sposobom zneuzité, zlodejov moze zaujimat’ vybavenie bytu, informacie o tom kedy
nie je nikto doma, preto ani pocas dovolenky nezverejnujte statusy na socialnych sietach
o vasej nepritomnosti, hoci sa chcete pochvalit, Ze si uZivate dovolenku

e pri kontakte s cudzimi P'ud’mi bud’te opatrni, nedoverujte im za kazda cenu — nikdy
neviete, kto sa za profilom v skutocnosti ,,skryva *

e osobné stretnutie s neznamou osobou zinternetu nemusi byt bezpetné - dovod
stretnutia moze byt nové priatelstvo s osobou, ktora nepredstavuje Ziadne riziko ale aj
s osobou, ktorda moze mat zlé umysly,

e pristupové hesla do pocitaca, emailu a na internetové stranky chraiite pred vyzradenim
— heslo je kluc k nasim udajom a informaciam, malo by byt bezpecné, a najlepsie je si ho
pamdtat

e zvyste opatrnost’ pri pouzivani elektronického bankovnictva, ¢i pri online nakupovani
— podvodnici pouzivaju rozne praktiky, s cielom zarobit, ¢i uz su to falosné e-shopy, falosné
webstranky bank a pod.

e neverte vSietkému, ¢o je uvedené na internete — informdcie je potrebné vidy overit
z viacerych oficialnych zdrojov

e nezabudajte, Ze pravidla a aj zakony platia rovnako v realnom aj vo virtualnom
priestore — kazdy je zodpovedny za svoje konanie aj vo virtualnom priestore

e v pripade ohrozenia okamzite vyhl’adajte pomoc — ¢i uz niekoho z rodiny, svojho okolia,
linky poskytujucej poradenstvo, policie. Netreba cakat, pretoze situdcia sa moze este
zhorsit.

Vzdy je lepSie neprijemnym udalostiam predchadzat’, ako nasledne riesit, ¢asto zavazné,
dosledky. Aj ked je nemozné uplne eliminovat ohrozenia, kazdy moZe svojim
zodpovednym pristupom prispiet’ k vlastnej bezpec¢nosti aj vo virtudlnom priestore.



